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NOTICE: The following has been provided by WBA committee and section volunteers for use by member banks. 
It should be reviewed and revised as appropriate to the user-bank’s own policies, procedures, and practices.


[Before use, the user of this form must modify it by removing and completing the bracketed sections, adding bank letterhead, and any additional necessary customizations to ensure the template is accurate and reflective of bank’s own requirements.]
[For use on Bank Letterhead]

Originated By: ___________________________

Branch: _________________________________

DEBIT/ATM CARD FRAUDULENT ACTIVITY

INSTRUCTIONS: This form is for reporting ATM/Debit Card fraudulent or unauthorized transactions
∗ Complete all sections for all fraudulent or unauthorized transactions.
∗ Print and sign the form.
∗ Return the signed form to your banker.

CUSTOMER INFORMATION

Cardholder Name: _____________________________________________

ATM/Debit Card #: _____________________________________________

Business Name (Business Debit Only): _____________________________________________

Account Number: _____________________________________________

Phone #: (Home): _____________________________________________

(Work/Business): _____________________________________________

   At the time of the fraudulent transactions, my card was:

r  In my possession   r  Lost   r  Stolen   r  Never Received  
r  Other:___________________________



Was law enforcement notified?  r  Yes      r  No

If so, what municipality? _________________________ Report number: ___________________________
(Attach report if available)


Was the merchant contacted? r  Yes    r  No  If so, what date? ________________________

Merchant response:____________________________________________________________


Have you ever permitted anyone to use your card for any reason?  r   Yes  r   No

If so, who and when?____________________________________________________________

Where is your pin # kept? ________________________________________________________

How did you discover your card had been used fraudulently?

_____________________________________________________________________________

_____________________________________________________________________________

_____________________________________________________________________________

_____________________________________________________________________________

I have completed this form for the purpose of establishing the fraudulent use of my Debit/ATM card. I did not give, sell or trade my card to anyone nor did I give anyone permission to use my card. I have no knowledge that my spouse or minor child(ren) made any transaction(s) on or after the date of the first fraudulent transaction(s) listed. I have examined all of the unauthorized transaction(s) and in each instance I did not originate the transaction(s) nor authorize it. Further, I did not receive proceeds or benefits from any of these transactions.

I personally have fully and accurately reported to [BANK NAME] all the information or facts I possess concerning the Debit/ATM card transaction(s), and that the signature below is my own proper signature. I certify under penalty of perjury that the foregoing is true and correct. I also agree to assist [BANK NAME] and the appropriate law enforcement authorities in any investigation of this matter.

Signature: ____________________________________   Date: ______________________

Signature: ____________________________________   Date: ______________________
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